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# Introduction

## Document Definition

This document is a Standard.

For a full description of document types, see XXXX-POL-ALL-001 - Information Security Policy Framework.

## Objective

The purpose of this document is to define mandatory requirements, configuration best practices

(BPA) and security standards for services and environments hosted on public cloud environments. XXXX’s current cloud providers are listed below, but this Standard shall be applied to any public cloud that will be used for hosting XXXX information and/ or systems in the future.

## Scope

### Applicability to employees

XXXX refers to XXXXas well as its majority-owned subsidiaries and joint ventures (if applicable). This Standard applies to all employees, officers, members of Board of Directors, and all consultants, and contractors.

### Applicability to External Parties

Relevant Standard statements will apply to any external party and be included in contractual obligations on a case-by-case basis.

### Applicability to Assets

This Standard applies to all information assets globally owned by XXXX, or where XXXX has custodial responsibilities.

## Industry Configuration Standards

* [https://docs.microsoft.com/en](https://docs.microsoft.com/en-us/azure/architecture/framework/" \l "security)[-us/azure/architecture/framework/#security](https://docs.microsoft.com/en-us/azure/architecture/framework/#security)
* <https://docs.microsoft.com/en-us/azure/role-based-access-control/transfer-subscription>
* [https://docs.microsoft.com/en-us/azure/security/fundamentals/paas-applications-using-sql#benefits-ofusing-azure-ad-instead-of-sql-authentication](https://docs.microsoft.com/en-us/azure/security/fundamentals/paas-applications-using-sql#benefits-of-using-azure-ad-instead-of-sql-authentication)
* [https://docs.microsoft.com/en-us/azure/security/fundamentals/paas-applications-using-appservices#authenticate-through-azure-active-directory-ad](https://docs.microsoft.com/en-us/azure/security/fundamentals/paas-applications-using-app-services#authenticate-through-azure-active-directory-ad)
* [https://docs.microsoft.com/en-us/azure/active-directory/managed-identities-azure-resources/managedidentity-best-practice-recommendations](https://docs.microsoft.com/en-us/azure/active-directory/managed-identities-azure-resources/managed-identity-best-practice-recommendations)

<https://docs.microsoft.com/en-us/azure/azure-monitor/essentials/activity-log-schema>

<https://docs.microsoft.com/en-us/azure/azure-monitor/monitor-reference>

<https://docs.microsoft.com/en-us/powershell/module/az.sql/set-azsqldatabaseaudit?view=azps-6.4.0>

[https://docs.microsoft.com/en-us/sql/relational-databases/security/auditing/sql-server-audit-actiongroups-and-actions?view=sql-server-2017#database-level-audit-actions](https://docs.microsoft.com/en-us/sql/relational-databases/security/auditing/sql-server-audit-action-groups-and-actions?view=sql-server-2017#database-level-audit-actions)

<https://cloud.google.com/architecture/framework/security>

<https://cloud.google.com/security/best-practices>

<https://cloud.google.com/compute/docs/instances/preventing-accidental-vm-deletion>

* <https://cloud.google.com/resource-manager/docs/project-liens>

## Related Documents / References

* *XXXX-POL-ALL-001 - Information Security Policy Framework*

# Standard Statements

## GENERAL SECURITY CONTROLS AND PERMISSIONS

## SECURITY TEAM ACCESS AND PERMISSIONS

Security teams require access to cloud environments in order to audit, monitor, and effectively respond to emerging threats. The security team shall be assigned permissions on a top-level administrative hierarchy, if applicable (e.g. GCP Organization, Azure Root Management Group, AWS Organization). The required permissions for each team are as follows:

**SOC team:**

* Read-only access to review the configuration of resources and conduct analysis of security incidents.

**Cloud Security Team:**

* Read-only access to review the configuration of resources and conduct in-depth investigation and analysis of security incidents.
* Limited access to manage specific cloud security services (Amazon GuardDuty, AWS Config, Microsoft Defender for Cloud, GCP Security Center Admin, Logging Admin, etc.).
* Additional permissions, if required, to assess the security impact of configurations, manage policies, and automate account security compliance with the company’s security policies.

Access to team ticketing systems to communicate with them on any security issues within their environments.

## NETWORK CONNECTIVITY

* By default, all services shall be assigned the least privileged network access.
* Each VPC/ VNET shall have a unique IP address space aligned within XXXX’s network environments and registered by the relevant network team.
* Default VPCs shall be avoided.
* Any exceptions to this requirement shall be formally agreed in writing with the Cloud Security Team using the Exceptions request form.

## CLOUD NATIVE SECURITY CONTROLS

The following settings shall be in place for each cloud environment managed by XXXX:

## AMAZON WEB SERVICE (AWS) ENVIRONMENTS

* AWS environments shall follow design best practices as defined by XXXX’s policies and procedures.

AWS Well-Architected Framework Security Pillars, and widely followed international security standards including CIS, NIST, ISO 27001, and others should be followed if relevant.

**Best practice for**

**AWS environments**

**:**

▪

![](data:image/png;base64,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)

* Public facing services such as S3 buckets, SQS or some API-level management calls shall have their source IP addresses whitelisted to the service’s ranges as defined in the identity or resource access policy.

**AWS Organization**

* AWS accounts shall be created under the XXXX AWS Organization. Any existing accounts owned by XXXX sitting outside the Organization shall be added into the XXXX AWS Organization. Account owners shall provide the account ID and root email to the Cloud FinOps Team who will invite the account to the Organization.
* XXXX AWS accounts are created by the Cloud FinOps team. Employees shall not create an AWS account by themselves.
* The billing configuration for each AWS account is provided by the Cloud FinOps team and is out of scope for this standard.
* Cloud service managers or BU leads shall notify the cloud security team in case of the creation, decommission, or major changes to the AWS account environment (including promotion to production, new processing activity on special type data such as personal, confidential or highly sensitive data, or the deployment of new applications or services).

**Root email**

* AWS account roots shall be registered to a XXXX corporate email address.
* The root account email shall not be owned by a single person. Root account email addresses shall be assigned to a distribution list with between two and four people.

**Root credentials**

* Root account usage shall be strictly limited to situations requiring this level of permission only.
* MFA shall be configured for the root account user and no Access Keys shall exist.
* Root account credentials shall be kept by the Account owners and, if required, shared with a very limited number of employees within the relevant team.

**AWS IAM**

* Customer-managed IAM and resource policies shall follow the ‘least privilege’ principle.
* Credential lifespans shall be limited by assigning relevant roles to EC2 instances and services according to AWS recommendations and architecting a credentials rotation policy for applications.
* All credentials shall be stored in an encrypted form according to **SEC-POL-10 Cryptographic Usage Policy**.
* MFA is required for all user accounts in addition to passwords.

**Best practice for AWS IAM:**

▪

The

existing XXXX Azure Active Directory

and/or

INFRA

LDAP

can be used

as

an identity source

in

AWS.

![](data:image/png;base64,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)

**Alternate security contact**

* An additional security contact shall be added to each account. The email address for the security contact is: soc@XXXX.com.

**AWS CloudTrail**

* AWS CloudTrail shall be enabled for all regions within the AWS account and stored in the S3 bucket managed by the Cloud Security team. It is prohibited to disable CloudTrail.
* Read/Write and KMS events shall be logged, and validation of log files shall be enabled.

**Best practice for AWS CloudTrail:**

▪

Logging of data events like S3 and Lambda

sh

ould

be configured

if needed

.

![](data:image/png;base64,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)

**Amazon GuardDuty**

* Amazon GuardDuty shall be enabled for all regions within the AWS account to report to the Master account managed by the Cloud Security team. It’s prohibited to disable the GuardDuty service.

**AWS Config**

* The AWS Config service shall be enabled in each active region to send logs to the Security S3 bucket.

## MICROSOFT AZURE ENVIRONMENTS

* Microsoft Azure environments shall follow design best practices as defined by XXXX policies and procedures, Microsoft Azure Well-Architected Framework Security pillars[[1]](#footnote-1), and widely followed international security standards including CIS, NIST, ISO 27001, and others as relevant.
* RDS services (Azure SQL, Azure PostgreSQL, and Azure Cosmos DB) shall not be publicly accessible.
* Additional measures to prevent unintended deletion of resources shall be implemented (e.g. Locks on the Resource Group, or use of the “delete” Lock on the Resource itself).
* The name of the subscription shall be descriptive (i.e. contain the project name). Default names like “Azure subscription 1”, “Azure testing subscription”, etc., shall not be used.
* Subscriptions created by the Visual Studio Subscription Portal, shall not be renamed, and shall not contain Production workloads or PII data unless details are agreed upon and approved in written form by the Cloud Security team.

**Azure subscriptions**

* Azure subscriptions shall be created under the XXXX Root Management Group. Any existing subscription owned by XXXX sitting outside the Management Group shall be added into the XXXX Root Management Group. It shall follow the onboarding process as defined by the Cloud FinOps team. The technical implementation of the migration process is described in Microsoft’s documentation[[2]](#footnote-2).
* The Creation and decommission of Azure subscriptions in XXXX is managed by the Cloud FinOps team.
* Employees shall not create an Azure subscription by themselves (except those created via the Visual Studio portal).
* The billing configuration for each Azure subscription is provided by the Cloud FinOps team and is out of the scope of this standard.

* All accounts with owner permissions shall have MFA enabled.

**Best practice for Azure subscriptions:**

▪

For availability, owner permissions of the subscription

should

be granted to

several

users
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**IAM**

* Specially created separate accounts shall be used for privileged access to the subscription,

(as required in **SEC-POL-9 Access Control Policy Clause 5.4**). MFA shall be enabled for these accounts.

* Custom IAM roles will follow the ‘least privilege’ principle.
* All credentials shall be stored in encrypted form according to **SEC-POL-10 Cryptographic Usage Policy**.
* XXXX’s Azure AD shall be used as an identity source for SQL DB4, Applications5, etc.

with secret rotation enabled.

**Best practice for IAM:**

▪

Secrets (passwords, keys, certificates)

should

be stored in the Azure Key Vault
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* Managed identities are recommended6 to be used as an alternative way of authentication for applications.

**Microsoft Defender for Cloud**

Microsoft Defender for Cloud (formerly known as Azure Security Center) is a service enabled by default for each subscription. Defender for Cloud’s ‘Basic’ tier functionality provides overall monitoring capabilities for resources in the subscription and their configurations.

* Azure Defender shall be enabled for Azure subscriptions with production resources like SQL DB (not a managed instance), App services, Kubernetes, and Container Registries.

**Security contact**

High severity Microsoft Defender for Cloud alerts shall be sent to the subscription’s owner with SOC team copied in.

**Logging**

* Activity logs for events related to the subscription activity shall be sent to a separate storage (Security’s Log Analytics Workspace and optionally destined to the Event Hub and sent to the SIEM). Categories[[3]](#footnote-3), that shall be logged are as follows:
  + Administrative
  + Service Health
  + Security
* Resource logs (Key Vault, Firewall, AppGW, LB, etc.[[4]](#footnote-4)) shall be enabled and sent to the separate storage within the subscription.
* Azure AD audit logs shall be enabled and sent to separate storage and SIEM.

**Best practice for IAM:**

* SQL DBs logs should be configured on the database level[[5]](#footnote-5). Groups of audit logs[[6]](#footnote-6) should be discussed with each team separately, based on data sensitivity and the possible amount of generated logs.
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## GOOGLE CLOUD PLATFORM (GCP) ENVIRONMENTS

* Google Cloud best practices shall be applied based on XXXX policies and procedures, the Google Cloud Architecture Framework: Security, privacy, and compliance[[7]](#footnote-7), the Google Cloud security best practices center[[8]](#footnote-8), and widely followed international security standards including CIS, NIST, ISO 27001, and others as relevant.
* Services containing data (Cloud Storage, BigQuery, Cloud SQL, Cloud Spanner, Cloud Pub/Sub, etc.) must not be publicly accessible.
* Deletion protection[[9]](#footnote-9) for VMs, or a lien placed on a project[[10]](#footnote-10) shall be applied to prevent the unintended deletion of resources.
* The name of the project shall be set on project creation and be descriptive (i.e. include the project name). Default random names shall be changed on project creation.

**GCP Organization**

* GCP projects shall be created under the XXXX GCP Organization. Any existing project owned by XXXX sitting outside the Organization shall be added into the XXXX GCP Organization, it shall follow the onboarding process as defined by the Cloud FinOps team.

The project owner shall provide the project ID to the Cloud FinOps team to be invited into the Organization.

* The creation and decommission of GCP projects in XXXX are managed by the Cloud FinOps team. Employees shall not create GCP projects by themselves.
* The billing configuration for each GCP project is provided by the Cloud FinOps team and is out of the scope of this standard.
* Cloud service managers or BU leads shall notify the cloud security team of the creation, decommission, or major changes to the GCP project environment (including promotion to production, new processing activity on special type data such as personal, confidential or highly sensitive data, or the deployment of new applications or services).

**IAM**

* MFA shall be enabled for all user accounts accessing the GCP Organization.
* Permissions for all accounts in the GCP Organization shall follow the ‘least privilege’ principle.
* Workload identity federation shall be used to grant access to GCP resources from onpremises or other cloud environments instead of using a service account key.
* All credentials shall be stored in an encrypted form according to **XXXX-POL-ALL-016 - Encryption & Key Management Policy**

Secrets (passwords, keys, certificates) should be stored in Cloud Key Management with rotation of secrets enabled.

**Best practice for IAM:**

▪
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* Service accounts shall be used as an alternative way of authentication for applications.

**Essential contacts for security**

* Essential contacts for the “Security” category shall include the SOC email address.

**Logging**

* GCP project Audit Logs shall be sent to the SIEM via Pub/Sub in the Security project or any other compatible way. This shall be configured at the GCP Organization level.
* **MITIGATIONS**

In case of a security vulnerability or misconfiguration in the cloud environment, remediation of the findings shall be performed based on severity according to **XXXX-POL-ALL-012 - Incident Response Policy**

# Standard Compliance & Enforcement

## Compliance Measures

If applicable, compliance with the above Standard can be measured by the following criteria. Example evidence will vary depending on any supporting guidelines implemented to support this Standard. The following list is not exhaustive, and all example evidence types may not be required to validate compliance.

Evidence of compliance can be presented in hard copy or electronic format.

|  |  |
| --- | --- |
| **Criteria** | **Example Evidence** |
| Regular user access reviews | * Report of exited users removed from the cloud service |

## Enforcement

All staff of XXXX must comply with all Information Security Standards. Failure to comply with these standards may result in disciplinary action in accordance with the current XXXX Human Resources policy. Disciplinary actions may include, but are not limited to:

* verbal and/or written warnings;
* instant dismissal; and
* actions by judicial and regulatory authorities.

# Exception Process / Glossary

## Exception Process

Non-compliance with the Standard statements described in this document must be reviewed and approved in accordance with the Exception Process defined in *XXXX-POL-ALL-001 - Information Security Policy Framework*

## Glossary / Acronyms

|  |  |
| --- | --- |
|  |  |

# Document Management

## Document Revision Log

|  |  |  |  |
| --- | --- | --- | --- |
| **Date** | **Editor** | **Revision #** | **Description of Change** |
|  |  |  |  |
|  |  |  |  |

## Document Ownership

This Standard is owned by the YYYY

## Document Coordinator

This Standard is coordinated by the YYYY

## Document Approvers

|  |  |  |
| --- | --- | --- |
| **Approver Name** | **Signature** | **Date** |
|  |  |  |
|  |  |  |
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